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1. OVERVIEW:

a. The US Army Chief Information Office/Gé (CIO/Gé), Cyber Security (CS) Directorate, has
contracted the Cyber Leader College and the US Army Communications-Electronics
Command (CECOM) to provide DoD 8570.01-M baseline certification training and
Computing Environment Training for Army organizations. The MTTs are confracted to provide
mobile training to Army Organizations to decrease the funding cost of personnel travel. The
teams are dedicated to training the CS Workforce to a standard that is in-line with the
requirements of DoD 8570.01-M, Information Assurance Workforce Improvement Program
(IAWIP), and AR 25-2, Army Information Technology. The Teams are detailed to provide
training to Military, DA Civilians, and DoD Contractors working in Technical, Management and
Specialty categories in computing, network and enclave environments.

b. The training is not for individuals trying to obtain Confinuing Education Unit (CEU) credits or for
career progression. On-line training provided through Army E-Learning (Skillport), Federal
Virtual Training Environment (FedVTE), and Information Assurance Support Environment (IASE)
(sponsored by Defense Information Systems Agency (DISA)) are free and accessible to all
Military, DA Civilians and DoD Confractors working on a government Cyber Security service
contract. CS Workforce personnel need to use these venues to obtain the training to satisfy
most, if not all, of their CEU credits. The maijority of the training on these sites is up-to-date and
provides great sustainment training for proficiency and CEU credits.

c. All MTT courses must be hosted by an Army Organization. Personnel from other services (i.e.
Air Force, Marines, Navy, and Coast Guard) who are part of their CS workforce can attend if
seafs are available. Training must be completed via the service portal and provided to the
Army POC to upload into their ATCTS profile.

d. MITT courses will not be hosted on installations where Army Schoolhouses are available with
vacant seating. If seats are not available, then the course can be hosted by Organizations at
that location.

2. FUNDING REQUIREMENTS:

The Organization does not incur any expense for the MTT training or the MTT instructors.
Individuals participating in the Fort Gordon MTTs have the option of purchasing the textbook
for their course using an ISBN provided by the MTT Coordinator or accessing books 24/7 to
view books online. All other materials/books for the other classes will be provided by both
CECOM and Fort Gordon MTTs.



3. PURPOSE:

To provide training for a group of CS Workforce personnel who are in positions that require
the training to meet the Training and Certification Requirements per DoD 8570.01-M, AR 25-2,
and the Training and Certification Best Business Practice. Fiscal Year (FY) MTT requests can be
sent to the MTT Coordinators. The MTT training coordinators for each site are: Stacey Garrett,
stacey.l.garrett.ctr@mail.mil (CECOM MTTs), and Charmisse Owens,
charmisse.m.owens.ctr@mail.mil (Fort Gordon MTTs). Any changes to the course schedule
must be sent to the MTT POC no later than 3 weeks prior o the 15t day of the start of all overseas
classes and 2 week prior to in-state courses. Please cc ciog-6.netcomiawip.inbox@mail.mil
group box on all correspondences. CIO/Gé will give the final approval for all fraining requests.

4. CLASS SIZES:

The minimum of 12 and maximum of 16 individuals are required for CECOM MTTs, with the
exception of RMF where the maximum is 20. A minimum of 12 and maximum of 20 individuals
are required for Fort Gordon MTTs.

5. COURSE AND TESTING INFORMATION:
Both MTTs can provide instruction for Security+, Network+, CEH, CISSP and CISM.

In addition, the CECOM MTT can offer the following: Windows 7, CAP, ICNDI (CCENT), ICNDII
(CCNA), CCNA Security, RMF, ITIL, ACAS, CS Tools, Offensive Cyber Operations (OCO),
Defensive Cyber Operations (DCO), Offensive Scripting and Advanced Exploitation.

CECOM MTT provides the Cyber-Digital Master Gunner (C-DMG) 3 week course as well. This
course covers offensive and defensive tools, how to protect the Global Information Grid
(GIG), and Incident Response Procedures. No commercial exam is offered or required for this
course.

Both MTTs' instructors can proctor the Security+, Network+ and CEH exams on the last day of
closs.

The CECOM MTT instructor can also proctor the following tests: A+, CISSP, CAP, ICNDI/ICNDII,
CCNA Security, ITIL, and any Microsoft Certifications.

All courses are 5 days in length, with testing held on the 5" day. This excludes A+, CISSP, CASP,
CCNA Security, and Offensive Scripting, which go for 10 days; Advanced Exploitation and C-
DMG, both being 15 days in length.
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6. VOUCHER REQUIREMENT:

Exam vouchers to take the commercial certification exam on the last day of class can be
requested through CIO/Gé by filling out the voucher/AMF request form found on ATCTS.
Vouchers are provided to DA Civilians and Military personnel only. Contractors are responsible
for providing their own voucher if wanting to test. Personnel requesting a voucher must be
appointed on letter to a position that requires the certification (which must be uploaded onto
ATCTS), and have completed any requirements listed in any subsection of section 9. There are
no exceptions. **Attending the MTT is not a substitute for the on-line training.

7. REQUESTING ORGANIZATIONS’ REQUIREMENTS:

a. The requesting Organization is responsible for approving or denying enrollment for personnel
not meetfing the position and/or training requirement. All approvals and denials will be
provided through ATCTS. Instructions for users and course POCs are in Appendices A and B
respectfully.

b. Course POCs are responsible for ensuring all pre-class on-line training through the Skillport, Fort
Gordon Cyber Security Training Center, DoD MeasureUp, and FedVTE systems is completed
at least 2 weeks before the first day of class. (If the class is scheduled to be held OCONUS,
the prerequisites must be completed at least 3 weeks prior to the first day of class). If the
course POC does not have view of the individuals' profile, an email must be sent to ciog-
é6.netcomiawip.inbox@mail.mil requesting assistance. Contractors may request access to
Skillport in order to complete the pre-class training by completing and submitting the
Contractor Skillport Request Form to ciog-é.netcomiawip.inbox@mail.mil. This form can be
found on ATCTS website, on left side of page under Compliance Information >> Documents
>> Other Documents.

8. TRAINING AND DOCUMENTATION REQUIREMENTS and LOCATIONS:

a. All fraining and documentation requirements must be completed at least 2 weeks prior to the
first day of class. (If the class is scheduled to be held OCONUS, the prerequisites must be
completed at least 3 weeks prior to the first day of class). If the fraining is not completed, the
individual will be excluded from the class roster and will not be authorized to aftend training.
If less than the minimum of 12 complete the requirements, the training will be cancelled and
the requesting organization will have to submit a new request.
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b. Location of class enroliment, pre-training, and documentation:

vi.

Vii.

ATCTS: https://atc.us.army.mil

Cyber Security (CS) Fundamentals (formerly IA Fundamentals) : https://ia.signal.army.mil
— Under courses or https://ia.signal.army.mil/IAF/default.asp

Skillport (Army E-Learning): https://usarmy.skillport.com — All required Skillport training is
located under Catalog >> CIO-G-6/Cyber Security IA/IT Training

Note: Most Computing Environment training modules are now Learning Programs — You
must enroll first

FedVTE: https://fedvte.usalearning.gov/ - Send an email to John Steward,
john.h.steward.ctr@mail.mil, if you do not know your FedVTE community manager.

DoD MeasureUp pretest: hitp://dod.measureup.com — First time users must register — These
procedures are listed on the ATCTS website, left side of the page under Pre-Assessment
Test Information

Duty appointment letter and Privilege Access Agreement templates: This form can be
found on the ATCITS website, left side of page under Compliance Information >>
Documents >> Templates (appointment lefter) / Compliance & Regulation Information
Documents (PAA).

Voucher request form: ATCTS Home page >> Documents >> Voucher and Assessment
Documents & Information >> Voucher/AMF Request Form

9. COURSE REQUIREMENTS (prerequisites due 2 weeks prior to the start of class):

a. CompTIA A+ (220-801/220-802): requirements (2 week class)

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IATI position — Upload duty appointment letter and Privilege Access
Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)
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vi.

vii.

viii.

Complete dall Skillport modules: Baseline Certification Training >> CompTIA A+ 2012 Edition
(220-801 & 220-802) >> CIO/Gé NETCOM |IA CompTIA A+ 200-801; and CIO/Gé NETCOM
IA CompTIA A+ 200-802 (https://usarmy.skillport.com)

Take the DoD 801 & DoD 802 MeasureUp Pretest (http://dod.measureup.com) — Must
obtain at least an 80% on 801 and 802

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

CompTIA Network+ (N10-006): requirements (1 week class)

vi.

Vii.

viii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IATI position — Upload duty appointment letter and Privilege Access
Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (hitps://ia.signal.army.mil)

Complete the Skillport modules: Baseline Certification Training >> CompTIA Network+
2014 (https://usarmy.skillport.com)

Take the DoD Network+ (N10-006) MeasureUp pre-assessment test
(http://dod.measureup.com) — Network Technologies — Must obtain at least an 80%

Complete the voucher request form, obtain all signatures, and send fo your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

CompTIA Security+ (SY0-401): requirements (1 week class)
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vi.

Vii.

viii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IATIl, IAMI or higher position — Upload duty appointment letter and
Privilege Access Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete the Skillport modules: Baseline Certification Training >> CIO G6/NETCOM |A
Security+ (SY0-401) (https://usarmy.skilloort.com)

Take the DoD Security+ (SY0-401) MeasureUp Pretest (http://dod.measureup.com) — Must
obtain at least an 80%

Complete the voucher request form, obtain all signatures, and send fto your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

CompTIA CASP: requirements (2 week class)

vi.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IATIII, IAMII, IASAE | or IASAEII position — Upload duty appointment letter
and Privilege Access Agreement (for IAT level only) to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete the Skillport modules: Baseline Certification Training >> CIO G6/NETCOM |A
CompTIA Advanced Security Practitioner (CASP)=CAS-002 (https://usarmy.skillport.com)

or

Complete the FedVTE training: CompTIA Advanced Security Practitioner (CASP)
(https://fedvte.usalearning.gov/)

Complete the voucher request form, obtain all signatures, and send fo your ATCTS
manager for upload
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Vii.

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

ISC(2) CISSP: requirements (2 week class)

vi.

Vii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IATIII, IAMII, IAMIII, CND-SP Manager or IASAE position — Upload duty
appointment letter and Privilege Access Agreement (IAT levels only) to ATCTS (must be
verified by the manager)

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete the Skillport modules: Baseline Certfification Training >> NEW: CISSP 2015 >>
CIO/G-6 NETCOM IA CISSP 2015 (https://usarmy.skillport.com)

or

Complete the FedVTE training: CISSP (R) Prep 2015 (https://fedvte.usalearning.gov/) (for
second voucher only)

Complete the voucher request form, obtain all signatures, and send fo your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

ISC(2) CAP: requirements (1 week class)

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IAMI or IAMII position

Enroll in the class in ATCTS - See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (hitps://ia.signal.army.mil)

Complete the FedVTE ftraining: (ISC)2 CAP Certification Prep Self Study 2014
(https://fedvte.usalearning.gov/)
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h.

vi.

Vii.

Complete the voucher request form, obtain all signatures, and send fo your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

ISACA CISA: requirements (1 week class)

vi.

Vii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IATIIl or CND-SP Auditor position — Upload duty appointment letter and
Privilege Access Agreement to ATCTS (must be verified by the manager)

Enroll in the class in ATCTS - See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete the Skillport modules: Baseline Certification Training >> CIO/G-6 NETCOM IA
Certified Information Systems Auditor (CISA) (https://usarmy.skillport.com)

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload

Must schedule the exam for the next ISACA testing cycle. Exams are conducted in June,
September, and December each year. Registration is done through the ISACA website
(http://www.isaca.org/)

Note: CISA and CISM pre-assessment exams: ISACA has developed CISA and CISM
self-assessment tools for the DoD workforce to help exam candidates assess
their knowledge of the exam job practice areas and determine their strengths
and weaknesses. Each self-assessment contains 50 sample items covering the
appropriate proportion of subject matter to match the exam blueprints. The
self-assessments are one of many tools that can be used to help prepare for
the CISA and CISM exams. These tools are available at www.isaca.org/dodinfo.
You will not need a username or password to access the self-assessments.
This is open to Military, Government Civilians and Government Contractors

ISACA CISM: requirements (1 week class)

10
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vi.

Vii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IAMII, IAMIIl or CND-SP Manger position — Upload duty appointment
letter and Privilege Access Agreement to ATCTS (must be verified by the manager)

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete the Skillport modules: Baseline Certification Training >> CIO/G6 NETCOM |A -
Certified Information Security Manager (CISM) — 2013 (https://usarmy.skillport.com)

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload

Must schedule the exam for the next ISACA testing cycle. Exams are conducted in June,
September, and December each year. Registration is done through the ISACA website
(http://www.isaca.org/).

Note: CISA and CISM pre-assessment exams: ISACA has developed CISA and CISM
self-assessment tools for the DoD workforce to help exam candidates assess
their knowledge of the exam job practice areas and determine their strengths
and weaknesses. Each self-assessment contains 50 sample items covering the
appropriate proportion of subject matter to match the exam blueprints. These tools are
available at www.isaca.org/dodinfo. You will not need a username or password to access
the self-assessments. This is open to Military, Government Civilians and Government
Contractors

Cisco ICNDI (CCENT) and ICNDII (CCNA): requirements (1 week class each OR 2 week class
together)

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IA Technical position and hold a baseline certification will obtain the
baseline certification within 6 months. — Upload duty appointment letter and Privilege
Access Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)
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V.

vi.

Vii.

Complete Skillport modules: (https://usarmy.skillport.com) Under Computing Environment
Training:

a. CCNA Routing and Switching (v2) for CCNA voucher. Course number 200-120 (For
CCNA vouchers only)

b. CIO/G-6 CCNA - 2013 — PART | >> CIO/G-6 NETCOM |A - 2013 - 100-101 -
Interconnecting Cisco Networking Devices Part 1 (ICNDI voucher only)

c. CIO/G-6 CCNA - 2013 - Part Il >> CIO/G-6 NETCOM IA — 2013 - 200-101 -
Interconnecting Cisco Networking Devices Part 2 (ICNDII voucher only)

Xxxx Items b and ¢ must completed before requesting an ICNDI voucher or ICNDI

voucher.

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

Cisco CCNA Security (210-240 IINS): requirements (1 week class)

vi.

Vii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IA Technical position and hold a current CCENT, CCNA, or CCIE
Certification — Upload duty appointment letter and Privilege Access Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete the Skillport modules: Baseline Certification Training >> CIO/G-6 NETCOM |A
640-554 — CCNA Security IINS 2.0 (https://usarmy.skillport.com)

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

12
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EC-Council Certified Ethical Hacker (CEH): requirements (1 week class)

vi.

Vii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to one of the following CND-SP positions: Analyst, Infrastructure Support,
Incident Responder or Auditor — Upload duty appointment letter and Privilege Access
Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete Skillport modules: Baseline Certification Training >> CIO/G-6 NETCOM 1A
Certified Ethical Hacker (CEH) v8 (https://usarmy.skillport.com)

or

Complete the FedVTE training: Certified  Ethical Hacker v8  (CEHv8)
(https://fedvte.usalearning.gov/) for final/second voucher only.

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

Risk Management Framework (RMF) (No Voucher): requirements (1 week class)

Register in ATCTS (https://atc.us.army.mil)

Must be working the DIACAP/RMF process for your Organization
Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll
Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center

website (https://ia.signal.army.mil) Note: Even individuals who have a profile of General
User must complete this course.

Take the DoD DIACAP fraining located on the Army IA Virtual Training website
(https://usarmy.skillport.com)
or

13
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Complete the appropriate FedVTE Training: Cyber Risk Management for Technicians or
Cyber Risk Management for Managers (https://fedvte.usalearning.gov/) Note: NOT Cyber
Security Overview

m. ITIL: requirements (1 week class)

vi.

Vii.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IA Technical position and hold a baseline certification — Upload duty
appointment letter and Privilege Access Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete the Skillport modules:  Sustainment Training >> CIO/G-6 NETCOM 1A IT
Infrastructure Library (ITIL) 2011 Edition (https://usarmy.skillport.com)

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload

Must take certification exam on the last day of class or within 30 days after receiving the
voucher

n. Microsoft Windows 7 Configuration (70-680): requirements (1 week class)

vi.

Register in ATCTS (https://atc.us.army.mil)

Appointed to an IA Technical position and hold a baseline certification — Upload duty
appointment letter and Privilege Access Agreement to ATCTS

Enroll in the class in ATCTS — See Appendix A for instructions on how to enroll

Complete the CS Fundamentals course on the Fort Gordon Cyber Security Training Center
website (https://ia.signal.army.mil)

Complete Skillport modules: Computing Environment Training >> CIO/G-6 NETCOM A -
70-680 — MCTS: Windows 7, Configuration (https://usarmy.skilloort.com)

Complete the voucher request form, obtain all signatures, and send to your ATCTS
manager for upload
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vii. Must take certification exam on the last day of class or within 30 days after receiving the
voucher
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10. APPENDIX A: User Instructions for Requesting Class Enroliment

a. General Information: The Mobile Training courses are for CS workforce personnel in
appointed positions that need training/certification to meet the DoD 8570.01-M baseline
certification requirement. This fraining is not fargeted to meet CEU credits.

The following information and diagrams will help CS Workforce personnel navigate the MTT
Classroom Training Courses featfure in order to request enrollment in a course.

Any individuals requesting enrollment for any MTT course must first have an active ATCTS
account. Enrollment in training courses is restricted by CS Workforce positions as annotated
in the position category and level in one’s ATCTS profile.

b. Procedures:

i. Loginto ATCTS at hitps://atc.us.army.mil

ii. Clickonthe "My Profile” tab. Once in My Profile, click on *MTT Classroom Training Courses”
located on the left hand side of the page. A list of scheduled courses will display on the
page. Filters can be used to display courses that are of interest by course name and/or
location.
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Class Details”.

The individual can review information about the class and registration by clicking " View

File Edit View Favorites Tools Help
Home Army
Page " LyLatiz " SuperAdmin A
==
Home » | Return to Profile
News » | Classroom Training List

DoD Cyber Awareness
Challenge Training »

Classes

Your IA Training Profile | Course Name: |—A|| - V| Location: ‘— All -

Your Profile »

‘Course ‘Organization Provider StartDate End Date Location Capacity
Account Info » Security+ Army National Guard Ft Gordon 24/Aug/2015 28/Aug/2015 Delaware 20 16
Bureau
UserGuide /FAQ » | security+ Amy Reserves FtGordon 24/Aug/2015 28/Aug/2015 West Virginia b 17
Compliance Information
RMF Metwork Enterprise Center  CECOM  24/Aug/2015  28/Aug/2015 Ft. Campbell, KY 20 18
Mission Statement »
Security+ CECOM CIO/GE FtGordon 31/Aug/2015 4/Sep/2015  APG, MD 20 9
Contact Information »
 Vieblinks » | Security+ Army Reserves Ft Gordon 31/Aug/2015 4/Sep/2015 Pennsylvania 20 14
MNetwork+ NETCOM CECOM  7/Sep/2015  11/5ep/2015 Florida 16 15
Documents  »
CISSP Army Reserves Ft Gordon 14/Sep/2015 24/5ep/2015 Ft. Bragg, NC 16 15

Enrolled Point of Contact

hyma.f.leatham.mil@mail.mil

muriel.s. kidd.mil @mail.mil

peggy.|.kisor.cv@mail.mil

henry.b.vargas.civ@mail.mil

jared.e.chichester.mil@mail.mil

juana.m.prados.civ@mail.mil

thaddeus.r.johnson.mil@mail. mil

Action/Status

View Class
Details

View Class
Details

View Class
Details

View Class
Details
View Class
Details

View Class
Details

iew Class

=

iv. Information about the class will be displayed on the page. The CS categories and levels
authorized to attend the course will be displayed. If in a position that requires the
training/certification, “Request Enrollment” (in blue) will appear on the screen. If not in a

required position, it will only show “Restricted” (in red).

Arrrvy

Training & Certification
Tr

Doy

p—

l Home " My Profile I Arcny CIOIGE Cobmesas

Swoec Adomin

= Reture to Classe o Tepining List

Course name: Security +

News -

T raining Site: District of Columbia. VA (Pentagon)
Do Oyber Awareness Physical Addross
Challenge Traming -

Your LA Training Profile

Organization:
MTT &> - CECOM

POC: Antonico Taylor (antonio.t.tayicor.mimail.mmil)
Status: Open

Start O : 13/Jmn /2014

End Date: 17/ 3an/2014

Student Capacity: 16

Currently Enrolled: O

Youw Profike -

LB BN

Account Info -

User Guide / FAQ -
Re

Informmat Restricted

Enrcoiiment to this class has been restricted

CND Infrastructure Support
CND Incident Responder
CTND Audror

Weab Links -

IA Posmion Tles =
Enrolicnen
Pre-Assessment Course Informat
Test Information =

MT T Classroom
Trameng

nage MTT

mand and Control SupPort Agency

m Profiie assignaments:
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v. Once the “Request Enrollment” button is clicked, an email will be sent to the course POC
with the request (Ex. A). Once the course POC either accepts or denies the request, an
email will be sent to the user with the POC’s decision (Ex. B). The emails will be from “ATCTS
System (noreply@atc.us.army.mil)".

Ex. A - sent to the course POC

From: ATCTS System [noreply@atc.us.army.mi] Sent: Fri1/10/201
To: \lright, Doris M CTR USARMY HQDA CIO G-6 (US)
Cc Wiright, Doris M CTR USARMY HQDA CIO G-6 (US)

Subject: ATCTS Test Site User MTT Class Enrollment Request

ATCTS user Doris Wright (doris.m.uright2.ctr@mail.mil) has requested enrollment in an MTT Class for which your are the point of contact. Please login to ATCTS to
accept or deny this enrollment request.

(lass Information:

Security+ at District of Columbia, VA (Pentagon) on Jan 13, 2014

Ex. B - sent to user showing approval or rejection

From: ATCTS System [noreply @atc.us.army.mil]

To: Wright, Doris M CTR USARMY HQDA CIO G-6 (US)

Cc Wright, Doris M CTR USARMY HQDA CIO G-6 (US)

Subject: ATCTS Test Site MTT Class Enroliment Request Accepted for Security+

Your Enrollment request for MTT Class Security+ at Columbus, Ohio on Jan 27, 2014 has been accepted.

Please contact _f you have any questions about the class.

NOTE: you are enrolled

vi. If enrollment has been accepted, the course will be listed in the individual's profile under
“MTT Training".

MTT Training

Course Name Progress Training Dates Training Provider | POC
Metwork+ Completed 7/Dec2013 - 9/'Dec/2013 CECOM Dworis Wight
Security + Enrolled 7/72n/2014 - 31/Jan/2014 | Ft Gordon Droris Wiright

o Record On The Job Skills Practical Evaluation.
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11. APPENDIX B: Course POC Instructions to Approve/Reject Enroliment Requests

a. General Information: All requests for enrollment will be accepted or rejected by the course
Point of Contact (POC). Individuals will be unable to request enrollment for a class if they are
not in an appointed position (on letter) which requires the certification/training. The fraining
is to provide CS workforce personnel information to help pass the vendor’s certification exam.
The training is not for individuals that need CEU credits. The free on-line fraining such as Army
e-Learning, FedVTE and the DISA IASE courses are used to saftisfy those requirements.

The following information and diagrams will help the course POC navigate the MTT Classroom
Training Courses feature in order to accept or reject a request for enrollment in a course.

b. Procedures:

i.  When an individual requests a seat in a course, an email will be sent to the POC requesting
acceptance or denial of the enrollment request. The email will be from “ATCTS System
(noreply@atc.us.army.mil)”. When an email is received, log into ATCIS at
https://atc.us.army.mil to accept or deny the request.

Fom AT Sisten oy Belcis amynd Sk FALSN
i firght, Dors M CTR USARMY HODA GO G4 )
(¢ firgrt, Dors M CTR LSARMY DA 0 64 18}

Subjecc ATCTSTest Sde User MAT Clas Envoliment Request

accept or ceny this ennolleeat request.

(lass Information:

Securitys at Disteict of Colusbia, VA (Pentagon) on Jan 13, 261¢
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ii. Click on the “My Profile” tab. Once in My Profile, click on “Manage MTT Classroom
Training” on the left hand side of the page.

*‘ Arvrvy Training & Ceonification
i Trme birvg Syatorn
R - e . o
[ l . P T —— - ——y Ay
I (= e "‘] e s—— u T AL - l

e MTT Classroom TrandksSt
Nwws - Vs mrm e ot of Cortact for mach MTT e Sutad Babovr, Gach claws has an svsociuted Shudart Errolmmet Roster. ¥ins
Accast ar Ourvy Clamn anrolemart. Whan Accegted or Duromd 8 Colronmtaoe. st o e et W Bhe wuser Yo rotty Y of athar
Ol Cr S A v arwr—— -
Cralange Trpmwrg =
- Capacity
Yo - Covree Organisatron Provider %Start Datre Crnd Date Locatron Cnroited Moster
Network = Ay CIONOS CERCOMm 7/ D203 PO 2013 Fr. Gordon. OA 20 1 Yoo Moguer
Yiouw Prafie = cisse CHOOM G-1 HRDO Fr Gordon  Gen/2014 I Den/2014 APG. MO 20 ° Yo Powmer
Accowes Inde - R Fckanbaccer ANGE. O P Gordon 27/ 2e2014 3L Cen2014 Corvmtrie. Ohe 20 o Y men Mowier
Uner Cundle / PAG = cism Ay CIONOS CHRCOM  IUAPTION IWADIION  Fu Belvow. VA 16 ° ¥ omes Moscme
Case Ay CIONOS cRoCOM 1M 2054 INMe 2014 Fr Belvor. VA 16 ° Yomes Mot
Po—— P

Maser Seere—ey =
Corsncy Tofarmason =
Yoab Loks =

1A Posmon Tiles =

Fre A semea -
T ont Dofpmmnatagn -

T

g Cvnes 2nd

Marmge 2T T
Classroom Tramng =

«!

A list of scheduled courses will display. Find your Organization’s course. This shows the
number of people that have requested enrollment in the course. Click on “View", located
to the right of the class, to pull up the Student Enroliment Roster.

*v Arrry Training & Cortficaton

Tracking System

Howe = MTT Classroom Tranng
News = You are the pont of contact for sech MTT dam lsted Delow. Each clam has an associeted Student Enroliment Roster, You must
Accept or Dery Clas enrolment. \When Accegted or Derned 8 confrmaton emal wil be sant 10 the user 1o nothy them of ether
DD Crdmr Awarermns *cTon
Oralarnge Tramng «
Course QAN Eation Provider Start Dat Crd Dar, (% < . et
Your LA T raimeng Profile = 2 o = -
Networke Ay CIOV0E CECOM  7/0ec/2013 WOec/2013  Fu. Gondon, GA 20 s
Yow Prafle_o CISSP  CECOM O-1 HROO FiGordon  GOen2014  16DenI014  APG. MO 20 °
Accourt Infe = Securtys  Mickerbacker ANOIL OM It Gordon 2702014 J1/0ew2014  Columbue. Ohe 20 °
User Ouide / PAG = cism Asvy CIOOH CECOM  IWAp/2014 IWANI014  Pr Bebvor, VA 16 °
CASP Aswvy CTILOS CECOM 1My 2014 22M 2014 Fu Betvor. VA 1¢ <]

Complianca Tnformation

Muson tstmmert -
Concact Indommaton =
Wb Lnks =

IA Pogion Yows =

Pre Arsazaact

MTY Corroom
Traming Couses »

Manage MTT
Caswoom Trameg =

20



CIO/G6 MTT Procedures | 2016

iv. The “Student Enrollment Roster” shows the individuals who have requested enrollment in
the class. Click on either “Accept or Reject” to respond to the request.

File Edit View Favorites Tools Help

Student Enrollment Roster

& Export to Excel

Course: CCNET (ICNDII)

‘Organization:

Start Date: 05/0ct/  08:00

End Date: 09/0ct/ 17:00

Location: Redstone Arsenal, Huntsville, AL
Physical Address:

Student Capacity: 16

‘Currently Enrolled: 1

Status: Open

Add a User to this Class | |[ Validate E-mail || Acd User |

Technical IT US Army Signal Network Enterprise Center - Ndworhng and Switch Accept | Reject

K/

v. The course POC will have the opportunity to add a note when ‘accept’ or ‘reject’ is
selected. An additional message is not needed when accepting an enrollment request;

however, when rejecting a request, an additional note is required, explaining the reason
for rejection.

(i) You are about to accept the user’s enroliment for this MTT Class!
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From:
| To:
| Ce

|
| Subject:
| =

Your

The course POC can reject an individual's enrollment after previously accepting it. The
course POC can also export the course roster fo an excel spreadsheet by clicking on
“Export to Excel”.

[—il"'""'| e | i

P— L
i L

g

Wamer L Tirgsming Profia

approved or

o s
Student Enroliment Roster

Mama Dl
Eurw dom, arghl gl MLBEITE]  Basagea | e EI0U0H Oyt Dvmarsns-Dcanan A TG Oyt Dowmarsns-Dcanon [
Arghe Trimg ded & mawnam Branch Trpmrgy aed & s mwnam Branch

. An email will be sent to the individual stating their enrollment request has either been

denied for the class. Again, the email will be from “ATCTS System

(noreply@atc.us.army.mil)”.

ATCTS System [noreply @atc.us.army.mi]

Wright, Dorts M CTR USARMY HQDA C10 G-6 (US)

Wright, Doris M CTR USARMY HQDA CIO G-6 (US)

ATCTS Test Site MTT Class Enroliment Request Accepted for Security~

Enrollment request for MTT Class Security+ at Columbus, Ohio on Jan 27, 2014 has been accepted.

Please contact _f you have any questions about the class.

NOTE: you are enrolled

viii. If the individual is approved for the class, the course will be listed in their profile under “MTT

Training”.

MTT Training

[ mmﬂaﬂ[ Pngﬂsi Training Dates l Training Provider POC

l Network+ Completed | 7/Dec/2013 - 9/Dec/2013 CECOM Doris Wight

} Security + Ervolied 27/3arj2014 - 31/Jan/2014 | Ft Gordon Doris Wright
o Record On The Job Skills Practical Evaluation.
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ix. Note: The MITT instructor will carry the Official Student Roster to class. The individuals on
this roster have been verified by an MITT POC as meeting all course prerequisites.
Individuals not on the roster will not be authorized to attend the class. NO EXCEPTIONS!
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